Milton High School
Internet Acceptable Use Policy

Internet activities that are permitted and encouraged include: 

Research and investigation of topics being studied in school
Investigation of opportunities outside of school related to community service, employment, careers, or higher education. 


Activities that are prohibited include: 
Searching, viewing, or retrieving materials that are sexually explicit, profane, or promote violent or illegal activities.

Copying, saving, or redistributing copyrighted materials.

Sharing of personal information, such as name, home address, phone number, or other information.

Playing games, participating in chat rooms, or using other interactive sites.

Any activity that violates a school rule or a local, state, or federal law.

Internet Guidelines 

Acceptable Use - The use of the Internet must be in support of education and research and be consistent with the educational objectives of Hilltop High School. 

Unacceptable Use - Any transmission or reception of pornographic material is expressly prohibited and will result in the cancellation of all computer access and privileges. Transmission of any material in violation of any US or state regulation is prohibited. This includes, but is not limited to copyrighted material and threatening or obscene material. Use for commercial activities is not acceptable. 

Privileges - The use of information technology is a privilege, and unacceptable use will result in a cancellation of those privileges. The administration or faculty at Milton High School may request the system administrator and/or library media teacher to deny, revoke, or suspend specific user accounts. 

Vandalism - Vandalism will result in cancellation of privileges. Vandalism is defined as any malicious attempt to harm or destroy data of another user or other networks that are connected to the Internet. This includes, but is not limited to, the uploading or creation of computer viruses. 

Network Etiquette - All users are expected to abide by the generally accepted rules of network etiquette. These include, but are not limited to, the following: 

· Be polite. 

· Use appropriate language. 

· Do not reveal your personal address or phone numbers of students or colleagues. 

· Electronic mail (e-mail) is not guaranteed to be private. Messages relating to or in support of illegal activities may be reported to the authorities. 

· Do not in any way disrupt the use of the network by other users. 

· Respect copyright laws. by giving proper credit in your bibliography for information including text, graphics, pictures, video, and other resources used. 


Copyright - According to the Copyright Act of 1976, copyrighted materials on the Internet can be duplicated and used by students for educational purposes. However, you may not plagiarize or sell what you find. The dictionary defines plagiarism as "taking ideas or writings from another person and offering them as your own." 

· The student who leads readers to believe that what they are reading is the student's original work when it is not, is guilty of plagiarism. 

· Credit should always be given to the person who created the article or the idea. Be careful when you are using the Internet. Cutting and pasting ideas into your own document is very easy to do. Be sure that you give credit to the author. That way your teacher will know which ideas are yours and you will not be guilty of plagiarism. 

· Information (including text, graphics, pictures, video, etc.) from Internet sources used in student reports and projects should be cited the same as printed materials as described in the Hilltop High School Bibliography Format guide. 


Security - Security on any computer system is a high priority, especially when the system involves many users. If you identify a security problem, notify the computer lab technician or the library media teacher immediately.  Attempts to login to any network server as a system administrator will result in cancellation of user privileges. 

Vandalism - Vandalism is defined as any malicious attempt to harm or destroy equipment, data of another user, or other networks that are connected to the Internet. This includes, but is not limited to, the uploading or creation of computer viruses.  Vandalism will result in cancellation of privileges. 

Milton High School makes no guarantees of any kind, whether expressed or implied, for the service it is providing. Hilltop High School is not responsible for any damages you suffer.  Use of any information obtained via the Internet is at your own risk.  The MHS Acceptable Use Policy conforms to Board approved policies and regulations and the Children's Internet Protection Act as part of HR 4577
